
Cybersecurity Workshop for Business

Key Information

Duration: 1 day

Class Format Options:

• Instructor-led classroom

Student Material:

• Programs Materials

Who Should Attend: 

• Anyone who wants to minimize 
cybercrime risks when they use 
online communication services.

Certification:

• Certificate of Completion

The module was developed to provide employers and employees with a general understanding of the threats to 
cyber/information security, help them to recognize the threats and vulnerabilities to their company’s information 

assets, and respond to them appropriately including detailing the countermeasures that can be adopted.

What You Will Learn?

This program covers everything your employees 
need to keep your company’s data and devices 
safe.

• Threat Overview – Malware, phishing and 
social engineering

• Password Policies – Best practices, 2 
factors authentication and how to use

• Web Protection – What to look for, what 
to avoid

• Email Protection – What to look for, what 
to avoid

• Preventive Measures – Best practices for 
security at home and business

Course Content

Topic 1: Introduction of Information Security

• What is Confidentiality, Integrity and 
Availability

Topic 2: Current Cybersecurity Threats

• List of Current Cybersecurity Threats

• How this happens

• Case Scenario

Topic 3: How to Prevent Current Cybersecurity Threats

• Ways to prevent

• General Do’s and Don’ts

Topic 4: Examples and Demo

• How Data being Compromised

Please contact 
commercial@sysarmy.net 

for more information
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Venue   : Suite 12-12, Level 12th, Wisma Zelan No1, Jalan Tasik Permaisuri 2, Bandar Tun Razak, 56000, Kuala Lumpur.


